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1 Overview

The PD200 dispatching system is a DMR conventional system developed by Caltta. The PD200
can realize command & dispatch services through the PR900 repeater and corresponding DMR
radios, build communication network for users, and realize digital conventional dispatch services.
The PD200 dispatching system adopts C/S architecture and modular design, including functional
modules such as voice dispatch, positioning, text message and log. It is realized based on the
standard SIP protocol.

PD200 can be connected with single site and IP connected sites of analog repeaters and digital

repeaters, or only connected to simulcast system.

1.1 1P connect

IP connect can support maximum 64 repeaters through IP connected network for data transmission,

to extend the communication coverage and to realize cross region long distance call.

1.2 Simulcast system

The DMR simulcast system can support one master repeater and up to 15 slave repeaters. The
simulcast master repeater is responsible for interaction with the dispatcher. Dispatch services are
all handled through the master repeater, and the slave repeaters will not participate in dispatching.
The master repeater information is configured in the dispatcher, it is treated as a normal repeater.

AIS information is configured on the master repeater.
2 Configuration planning

2.1 IP connect or single site scenario

The following planning data is used as sample data. Please replace it with actual data during

configuration.
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Figure 2-1 Sample diagram of IP connect or single station configuration
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The following planning data is used as sample data. Please replace it with actual data during

configuration.
Table 2-1 IP connect or single site IP planning

Network Element 1P Subnet mask

Dispatch sever 70.1.91.101 255.255.255.0

Dispatch client 70.1.91.102/103 255.255.255.0

Repeater 1 (master) 70.1.91.110 255.255.255.0
Repeater 2 (slave) 70.1.91.120 (DHCP) 255.255.255.0
Repeater 3 (single site) 70.1.91.121 255.255.255.0
Repeater 7(analog slave) | 70.1.91.122 (DHCP) 255.255.255.0

2.1.2  Radio planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.

Note: One group can only be bound to time slot 1 or time slot 2 of a repeater, and cannot be bound to two time

slots at the same time.

Table 2-2 IP connect or single site radio planning

Network 1D Name Rx Tx Time slot | Colour Tx contact
Element frequency frequency code ID
(MHz) (MHz)
Repeater 1 200 PR900 402.05 412.05 slot1/slot2 1 101/102
<All rights reserved.No spreading abroad without permission of Caltta.> Page 10
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(group)
Repeater 2 300 | PR900-1 445.125 455.125 slot1/slot2 1 101/102

(group)
Repeater 3 302 | PR900-A 404.025 414.025 slot1/slot2 1 103 (group)
Repeater 7 301 | PR900-2 402.1 412.1 / / 101(Intercon

nection

group)
Radio 1 101 P101 412.05 402.05 slotl 1 101 (group)
Radio 2 102 P102 455.125 445.125 slotl 1 101 (group)
Radio 3 103 P103 414.025 404.025 slotl 1 103 (group)
Radio 4 104 P104 412.1 402.1 / /

2.1.3  Port planning

The following planning data is used as the default data. It is generally not recommended to modify

the ports.
Table 2-3 IP connect or single site port planning
Network Master IP connect UDP | IP connect RTP IP connect RTP Service Voice Voice
Element UDP Port Port port (slot 1) port (slot 2) port service port | service port
(slot 1) (slot 2)

Repeater 1 50000 50002 50003 19888 30000 30001
Repeater 2 | 50000 50000 50002 50003 19888 30000 30001
Repeater 3 / / / / 19888 30000 30001
Repeater7 | 50000 50000 50002 50003 19888 30000 30001

2.2 Inter-network IP connect scenario

The following planning data is used as sample data. Please replace it with actual data during

configuration.
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Figure 2-2 Sample diagram of Inter-network IP connect configuration
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2.2.1 IP planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.
Table 2-4 Inter-network IP connect IP planning
Network Element IP Gateway

Dispatch sever 192.168.1.101/24 192.168.1.1
Dispatch client 192.168.1.102/24 (DHCP) 192.168.1.1
Dispatch client 192.168.1.103/24 (DHCP) 192.168.1.1
Inter-network master M1 192.168.1.110/24 192.168.1.1

Subnet slave M2 DHCP DHCP
Subnet master A1l 192.168.2.110/24 192.168.2.1

Subnet slave A2 DHCP DHCP
Subnet master B1 192.168.3.110/24 192.168.3.1

Subnet slave B2 DHCP DHCP
Gateway route | WAN 10.192.28.30/24 10.192.28.1

Gateway route 2 WAN DHCP DHCP

Gateway route 3 WAN DHCP DHCP

Note: The Inter-network master network corresponds to the route gateway 1 WAN port must be a public network

static IP.
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The following planning data is used as sample data. Please replace it with actual data during

configuration.

Note: One group can only be bound to time slot 1 or time slot 2 of a repeater, and cannot be bound to two time

slots at the same time.

Table 2-5 Inter-network IP connect radio planning

Network ID Name Rx Tx Time slot | Colour | Tx contact
Element frequency | frequency code ID
(MHz) (MHz)

Inter-network | 4000 | Inter-networ 411.0 421.0 slot1/slot2 1 501/502
master M1 k master M1 (group)
Subnet slave | 4001 | Subnet slave 411.1 421.1 slot1/slot2 1 501/502
M2 M2 (group)
Subnet 2000 | Subnet 412.0 422.0 slot1/slot2 1 501/502
master Al master Al (group)
Subnet slave | 2001 | Subnet slave 412.1 422.1 slot1/slot2 1 501/502
A2 A2 (group)
Subnet 3000 | Subnet 413.0 423.0 slot1/slot2 1 501/502
master Bl master B1 (group)
Subnet slave | 3001 | Subnet slave 413.1 423.1 slot1/slot2 1 501/502
B2 B2 (group)
Radio 1 101 P101 421.0 411.0 slot1 1 501 (group)
Radio 2 102 P102 421.1 411.1 slot1 1 501 (group)
Radio 3 201 P103 422.0 412.0 slot1 1 501 (group)
Radio 4 202 P104 422.1 412.1 slotl 1 501 (group)
Radio 5 301 P105 423.0 413.0 slotl 1 501 (group)
Radio 6 302 P106 423.1 413.1 slot1 1 501 (group)

2.2.3  Port planning

The following planning data is used as the default data. It is generally not recommended to modify

the ports.
Table 2-6 Inter-network IP connect port planning
Network Element Inter-network Subnet Subnet Subnet Subnet Subnet
master M1 slave M2 master Al slave A2 | master Bl slave B2
Inter-network UDP port / 50000! 50000! 50000' | 50000! 50000!
Inter-network master RTP port / 500022 500022 | 50002% | 500022 500022
(time slot 1)
Inter-network master RTP port / 500033 500033 50003° | 500033 500033
(time slot 2)
Local UDP port 50000! 50000 50000 50000 50000 50000
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Local RTP port (time slot 1) 500022 50002 50002 50002 | 50002 50002
Local RTP port (time slot 2) 500033 50003 50003 50003 | 50003 50003
AIS service port 19888 19888 19888 19888 19888 19888
Voice service port (time slot 1) 30000 30000 30000 30000 | 30000 30000
Voice service port (time slot 2) 30001 30001 30001 30001 30001 30001

Note: The ports with same subscripts should be configured the same.

2.3 Simulcast Scenario

The following planning data is used as sample data. Please replace it with actual data during

configuration.

Figure 2-3 Sample diagram simulcast
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The following planning data is used as sample data. Please replace it with actual data during

configuration.
Table 2-7 Simulcast IP planning
Network Element 1P Subnet mask
Dispatch sever 70.1.91.101 255.255.255.0
Dispatch client 70.1.91.102/103 255.255.255.0
Repeater 4 (simulcast master) 70.1.91.130 255.255.255.0

Repeater 5 (simulcast slavel)

70.1.91.131 (DHCP)

255.255.255.0

Repeater 6 (simulcast slave2)

70.1.91.132 (DHCP)

255.255.255.0

2.3.2 Radio planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.

Table 2-8 Simulcast radio planning
Network ID Name Rx Tx Time slot | Colour Tx contact
Element frequency frequency code ID
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(MHz) (MHz)
Repeater 4 400 | PR900-S1 410 420 slot1/slot2 1 104(group)
Repeater 5 401 | PR900-S2 410 420 slot1/slot2 1 104(group)
Repeater 6 402 | PR900-S3 410 420 slot1/slot2 1 104(group)
Radio 4 104 P104 420 410 slot1 1 104(group)
Radio 5 105 P105 420 410 slot1 1 104 (group)
2.3.3 Port planning

The following planning data is used as the default data. It is generally not recommended to modify

the ports.
Table 2-9 Simulcast port planning
Network Master IP connect UDP | IP connect RTP IP connect RTP Service Voice Voice
Element UDP Port Port port (slot 1) port (slot 2) port service port | service port
(slot 1) (slot 2)

Repeater 4 / 50102 50103 50104 19888 30000 30001
Repeater 5 | 50102 50101 50103 50104 / / /
Repeater 6 | 50102 50101 50103 50104 / / /

2.4 Operating system

Table 2-10 Operating system

Network Element

OS Requirement

Dispatcher server (MySQL)

Windows 64bit OS

Dispatcher client

Windows 32/64 bit OS

Repeater CPS Windows 32/64 bit OS
Radio CPS Windows 32/64 bit OS
NMS server Windows 32/64 bit OS
NMS client Windows 32/64 bit OS

The above software supports Windows 10 and Windows Server. For specific system requirements,

please refer to Section 5.1.

2.5 Repeater registration planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.

Table 2-11 Repeater registration planning

Network Element Password setting
Repeater 1 111111
Dispatcher (repeater 1) 111111
Repeater 2 111111
Dispatcher (repeater 2) 111111
Repeater 3 333333
Dispatcher (repeater 3) 333333
Repeater 4 555555
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Dispatcher (repeater 4) 555555
Repeater 7 111111
Dispatcher(repeater 7) 111111
Inter-network master M1 666666
Subnet slave M2 666666
Subnet master Al 666666
Subnet slave A2 666666
Subnet master B1 666666
Subnet slave B2 666666

The password registered by the repeater to the dispatcher should be the same as the password
filled in when the repeater is added to the dispatcher. Different repeater can use the same

password.

2.6 Dispatcher planning

The following planning data is used as sample data. Please replace it with actual data during

configuration. Range of dispatcher number segment: 16775905 ~16775999
Table 2-12 Dispatcher planning

Network Element ID Account name Password
Administrator (system 16775904 admin 111111
default)
Dispatcher 16775905 shenzhen 07552019
Dispatcher 16775906 Caltta 07552021

The administrator account is set to "admin" and the password is set to "111111" as default.

2.7 Network authentication code planning

The following planning data is used as sample data. Please replace it with actual data during

configuration.
Table 2-13 Network authentication code planning
Network Element Network Inter-network Subnet network
authentication code master network authentication code
authentication code
Repeater 1 (master) A1B2C3 / /
Repeater 2 (slave) A1B2C3 / /
Repeater 7(analog slave) A1B2C3 / /
Inter-network master M1 / A123456 A1B2C1
Subnet slave M2 A1B2C1 / /
Subnet master Al / A123456 A1B2C2
Subnet slave A2 A1B2C2 / /
Subnet master B1 / A123456 A1B2C3
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| Subnet slave B2 A1B2C3 / /

The authentication code of master must be the same as the authentication code of slave in order to
connect successfully.

The authentication code of Inter-network master must be the same as the authentication code of
subnet master in order to connect successfully.

The authentication code of Inter-network master (Subnet master) must be the same as the

authentication code of subnet slave (subnet) in order to connect successfully.
3  Configuration check

3.1 IP check

According to chapter 2.1.1, 2.2.1 and 2.3.1 IP planning in chapter 2 configuration planning, run
the PING command to check whether the IP addresses are occupied. If the IP address is already

occupied, you need to re-plan the IP address.

3.2 Frequency check

According to chapter 2.1.2, 2.2.2 and 2.3.2 radio planning, check if the Rx frequency and the Tx
frequency are already in use by other devices. If you have already used it, you need to re-plan the

frequency.

3.3 Port check

According to the chapter 2.1.3, 2.2.3 and 2.3.3 port planning, check whether the port of the
dispatcher server PC is occupied. Enter the "netstat -ano|findstr port number" in the command
window to check if there is any content. As shown in the following figure, the port 19888 has no

content, indicate that the port is idle and can be used.

Figure 3-1 Port check -1

t2tat —ano | findstr

As shown in the following figure, there is a displayed content, indicate that port 4000 is already
occupied, and the port number needs to be re-planned.
Figure 3-2 Port check -2

LISTENING
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3.4 1IE browser check

If the PC where the dispatch server is installed uses a proxy server to connect internet, the IP
segment where the dispatch server is located needs to be added to the unused proxy server. The
specific setting is to open Internet Explorer, select "Internet Options" - "Connection" - "LAN
settings" - "Advanced", and add an IP segment to the content of "Exceptions", such as "70.1.91. *",
as shown in the following figure. If your PC is not using a proxy server, you do not need to do
operations in this chapter.

Figure 3-3 IE browser check
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4 Repeater configuration

4.1 CPS read

Connect the repeater with PC, open CPS software on the PC, as shown in the following figure.
Figure 4-1 Repeater CPS read

E Custom Programming Software Y1.00.007.B3CHS
File Model Pregram  Tools  View Window Help

"EI TR

Click the "Read" icon % on the toolbar and click "OK" to read. After the reading is successful,

the corresponding list is displayed on the left side of the CPS, as shown in the following figure.
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Figure 4-2 CPS read success
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4.2 Common setting

Double-click the "Common Setting" option under "Common Setting" - "Basic Setting". on the
pop-up page "Device Name" option, you can modify the name of the repeater, such as "PR900", as

shown in the following figure.

Figure 4-3 Repeater common setting
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Double-click the "Digital Setting" option under "Common Setting" - "Basic Setting". on the
pop-up page "Repeater ID" option, you can set the repeater ID, ranging from 1 to 16775903. For

example, repeater 1 ID is 200 as shown in the following figure.
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Figure 4-4 Repeater ID setting
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Double-click the "Contact" option under "Common Setting". on the pop-up page you can set the

repeater’s group call. For example, input group 101 and 102, as shown in the following figure.

Figure 4-5 Contact setting
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4.3 Channel setting

4.3.1 Digital channel setting

Configure digital channel. Double-click the "Digital Channel" option under "Conventional
Setting" - "Channel". On the pop-up page, the frequency value can be modified, added, or deleted.
According to the chapter 2.1.2 Radio planning, the Rx frequency of repeater 1 is 402.05MHz, the
Tx frequency of repeater 1 is 412.05MHz, the color code is 1, and the channel name is D412.05.
Set the power level. Click the ">>" icon, and select the IP interconnect timeslot in the pop-up
window. Configure other repeaters according to the planning. (Note that the contact settings in
time slots and different time slots are for the hand mic, and you do not need to configure them

separately if you do not connect the hand mic.) see the following figure.
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Configure analog channel. Double-click the "Analog Channel" option under "Conventional

Setting" - "Channel". On the pop-up window, you can modify, add or delete the frequency value.

According to the planning in Section 2.1.2, the analog receive frequency of repeater 7 is 402.1

MHz, the transmit frequency is 412.1 MHz, the channel name is A412.1, and set the power level.

For the IP interconnection site, click the ">>" icon, and select "Enable" in the pop-up page.

Analog group choose the digital interconnection group, and then select the corresponding RX

squelch mode according to the actual environment, and the RX and TX CTCSS/CDCSS type, as

shown in the figure below.

Figure 4-7 Repeater analog channel setting
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If there are multiple interconnection groups, then need configure the Multi CTC/CDC list.
Double-click the Multi CTC/CDC under "Conventional " to add multiple CTC/CDC to the
interconnection group, see the following figure. After the Multi list is added, set RX Squelch
Mode, RX &TX CTCSS/CDCSS type, then enable Multi CTCSS/CDCSS.

Figure 4-8 Multi CTCSS/CDCSS setting
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4.4 Zone setting

Double-click the "Zone" option under "Conventional Setting". Select the Channel under
"Available" on the left and click the "Add>>" button in the middle to add to the right "Members",

as shown in the following figure.
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Figure 4-9 Repeater zone setting
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4.5 Network setting

4.5.1 Single site

Double-click the "Network" option under "Conventional Setting" - "Network". Under the "Basic
Setting", "DHCP" is not checked. The IP address is set to "70.1.91.121" according to chapter 2.1.1
IP planning, and the Netmask is set to "255.255.255.0". The "Gateway" is configured according to
the actual router gateway. Under the "IP Interconnection Configuration", the "Repeater Type" is

set to "Single Site". Under the "Network Management", the network management "Server IP" is

filled with the IP address of the network management server, as shown in the following figure

Figure 4-10 Single site network setting
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4.5.2 IP Connect

4.5.2.1 Master repeater
Double-click the "Digital Channel" option under "Conventional Setting" - "Channel". Select the
"Other " - ">>" button, the "IP Connect " selects "Slot 1 & Slot 2", as shown in the following

<All rights reserved.No spreading abroad without permission of Caltta.> Page 23



Caltta CS Dispatch Configuration Guide V3.5

figure.
Figure 4-11 Master site IP connect slot
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Double-click the "Network" option under "Conventional Setting" - "Network". Under the "Basic
Setting", "DHCP" is not checked. The IP address is set to "70.1.91.110" according to chapter 2.1.1
IP planning, and the netmask is set to "255.255.255.0". The "Gateway " is configured according to
the actual router gateway. Under the "IP Interconnection Configuration", the "Repeater type" is set
to "Master". The port is configured according to port planning. The "Network Authentication
Code" is configured with "A1B2C3" according to authentication code planning, as shown in the

following figure (take V3.0 as an example).

Figure 4-12 Master repeater network setting
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4.5.2.2 Slave repeater
Double-click the "Digital Channel" option under "Conventional Setting" - "Channel". Select the

"Other" - ">>" button, the "IP Interconnect" selects "Slot 1 & Slot 2", as shown in the following
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figure.

Figure 4-13 Slave site IP connect slot
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Double-click the "Network" option under "Conventional Setting" - "Network". Under the "Basic
Setting", "DHCP" is checked. Under the "IP Interconnection Configuration". The "Repeater type"
is set to "Slave". The IP address is set to "70.1.91.110" according to IP planning. The port is
configured according to port planning. The "Network Authentication Code " is configured with
"A1B2C3 " according to authentication code planning and it need to be the same with master, as
shown in the following figure (take V3.0 as an example). The network settings of the analog slave

are the same as those of the digital slave server.

Figure 4-14 Slave repeater network setting
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4.5.3 Inter-network IP connect

According to the design, in the inter-network IP connect mode, the gateway route connected to the

Inter-network master should use the static IP, and port mapping should be configured in the

<All rights reserved.No spreading abroad without permission of Caltta.>

Page 25



Caltta CS Dispatch Configuration Guide V3.5

gateway route. According to chapter 2.2.1 IP planning, the static IP is "10.192.28.30". According
to chapter 2.2.1 and 2.2.3 port planning, the three ports 50000, 50002, and 50003 of the
inter-network master "192.168.1.110" need to be configured in port mapping of the gateway
routing configuration, the two ports 19888 and 18000 of the dispatch server "192.168.1.101" need
to be configured in port mapping of the gateway routing configuration. If the dispatch client and
server are not in the same subnet, you need to configure the same port mapping of three ports
18226, 28226 and 8082 of dispatch server on the gateway router.

4.5.3.1 Inter-network master

Take subnet master M1 as an example. Double-click the "Network" option under "Common
Setting" - "Network", uncheck "DHCP". Set IP address as "192.168.1.110" according to chapter
2.2.1 IP planning, set gateway as "192.168.1.1" and subnet mask as "255.255.255.0".

In the IP connect configuration ,set the repeater type as "Subnet master" and check "Inter-network
master", set the port according to chapter 2.3.3 port planning, set network authentication code as
"A1B2C1" according to chapter 2.7.

In the Inter-network configuration set the network authentication code as "A123456" according to

chapter 2.7, as shown in the following figure (take V3.0 as an example).

Figure 4-15 Inter-network master network setting
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Double-click the "Digital Channel" option under "Channel". Select the "Other " - ">>" button,
select the time slot for IP connect, e.g., in "IP Connect " selects "Slot 1 & &Slot 2", as shown in

the following figure.
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Figure 4-16 Inter-network master IP connect time slot setting
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4.5.3.2 Subnet master

Take subnet master Al as an example, double-click the "Network" option under "Conventional
Setting" "Network". Under the "Basic Setting", uncheck "DHCP". Set IP address as
"192.168.2.110" according to chapter 2.2.1 IP planning, set gateway as "192.168.2.1" and subnet
mask as "255.255.255.0".

In the IP connect configuration set the repeater type as "Subnet master”, set the port according to
chapter 2.3.3 port planning, set network authentication code as "A1B2C2" according to chapter
2.7.

In the Inter-network configuration set the Inter-network master IP as "10.192.28.30" according to
chapter 2.2.1 IP planning, which should be an static IP of the external gateway. Set the port
according to chapter 2.3.3 port planning, set the inter-network master network authentication code

as "A123456" according to chapter 2.7, as shown in the following e figure (take V3.0 as an

example).
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Figure 4-17 Subnet master network setting
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Set the IP connect time slot in the "Digital Channel", referring to chapter 4.5.3.1 for detail

configuration.

The configuration of subnet master B is similar so it is not repeated here.

4.5.3.3 Subnet slave

Take subnet slave B2 as an example, double-click the "Network" option and check "DHCP" or set

static IP.

In the IP connect configuration set the repeater type as "Slave/Subnet slave", set the master/Subnet

master [P address as "192.168.3.110" according to chapter 2.3.1 IP planning, set the port according

to chapter 2.3.3 port planning, set network authentication code as "A1B2C3" according to chapter

2.7, as shown in the following figure (take V3.0 as an example).

Figure 4-18 Subnet slave network setting
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Set the IP connect time slot in the "Digital Channel", referring to chapter 4.5.3.1 for detail

configuration.

The configuration of subnet slave M2, subnet salve A2 is similar so it is not repeated here.
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4.5.4  Simulcast

4.5.4.1 Simulcast master repeater

Double-click the "Network" option under "Conventional Setting" - "Network". Under the "Basic
Setting", uncheck "DHCP". Set IP address as "70.1.91.130" according to chapter 2.3.1 IP planning,
set subnet mask as "255.255.255.0" and set gateway to actual configuration. Check "Simulcast" in
simulcast parameters, set simulcast role to "Master", set port configuration according to chapter

2.3.3 port planning, as shown in the following figure (take V3.0 as an example).

Figure 4-19 Simulcast master repeater network setting
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4.5.4.2 Simulcast slave repeater

Double-click the "Network" option under "Conventional Setting" - "Network". Under the "Basic
Setting", check "DHCP" or uncheck "DHCP". Set IP address, subnet mask and gateway. Check
"Simulcast" in simulcast parameters, set simulcast role to "Slave". Set Master IP to simulcast
master repeater IP according to chapter 2.3.1 IP Planning. Set port configuration according to

chapter 2.3.3 port planning, as shown in the following figure (take V3.0 as an example).
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Figure 4-20 Simulcast slave network setting
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4.5.5 AIS setting

When it is needed to use the dispatcher for the single site, IP Connect site or Inter-network IP

Connect site, "AIS" should be checked by the single site, IP Connect master, IP Connect slave,

Inter-network master, subnet master and subnet slave. When it is needed to use the dispatcher for

the simulcast system, "AIS" should be checked by the simulcast master, and simulcast slave

doesn’t need to check it. Detail configuration as below:

Double-click the "AIS" option under "Conventional Setting" -

"Network". Check "AIS" and fill in

the IP of the dispatch server according to chapter 2.1.1 IP planning (You can just fill in the PD200

server IP if the PD200 server is in the same LAN. If it is Inter-network IP connect scenario, you

need to fill in PD200 server routing gateway static IP). According to chapter 2.5 Repeater

authentication planning, set the password registered from repeater to the dispatcher server. The

port is set according to chapter 2.1.3, 2.2.3 or 2.3.3 Port planning, as shown in the following figure
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Figure 4-21 AIS setting
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4.6 CPS write

After performing the above steps, click the "Write" icon }‘ on the toolbar, and click the "OK"
button on the pop-up page. After the writing is successful, the repeater will restart, as shown in the

following figure.
Figure 4-22 Repeater CPS write
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5.1 Dispatch software installation requirements

The common DMR dispatch software uses the CS architecture. The hardware and operating

system requirements for the installation of the dispatch server and clients are described in the

following table.

1: A large-capacity network has higher requirements for the processing and storage capabilities of the dispatch

server, so there are specific requirements for hardware installation of the dispatch server.

If no more than eight repeaters/self-networking devices are connected, it is recommended that you connect

the dispatch server to a desktop (corresponding to dispatch server 1 in the following table).

When more than eight repeaters or self-networking devices are connected, it is recommended that you use a

server for the dispatch server (corresponding to dispatch server 2 in the following table).

If the hardware indicators of the server do not meet the requirements, the processing delay may be too long

and the recording storage may fail, affecting normal services and user experience.

2: The installation of the dispatch server should meet the requirements of the operating system version in the

Jfollowing table. Otherwise, the installation may fail and the dispatch software cannot be used.

Table 5-1 DMR common dispatch software and hardware requirements for installation

CPU 3 GHz, 6 cores 1: Desktop: Connected to no more than eight repeaters
Memory SGB or self-networking networks.
Dispatch server 2: Material code of ZTE:
Hard disk 1TB
1 Host: 0.53. 30.0400669
Operating 64-bit windows operating system Display: 0.53. 30.0600112
system 3: Operating system: Windows 10 1909 or above
Dispatch server | CPU 2.2 GHz, 12 cores 1: Server: Used to connect to more than eight repeaters
2 or self-networking networks.
Memory 4*16GB
2: Material code of ZTE:
Hard disk 4*600GB Host: 0.53. 10.0500840
. . ; Display: 0.53. 30.0600112
Operating 64-bit windows operating system
3: Operating system: Windows server 2016 or above
system
4: Considering large capacity and long time recording,
the hard disk should be at least 4*600 GB
CPU 2GHz 1: Desktop
Dispatch client | Memory 8GB 2: Material code of ZTE :
Hard disk 500GB Host: 0.53. 30.0400669
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Operating 32/64 bit windows operating
system system

Accessory A microphone, loudspeaker, or
Requirements earphone must be configured

5.2 Dispatcher installation

5.2.1 Dispatcher version and repeater version check

Check if repeater version matches dispatcher version. The repeater version and dispatcher version
must be matching. For the repeater, click the front panel menu—device information, and check the
firmware version. For the dispatcher, check the suffix of installation package name. USB Key or
soft license should authorize the corresponding service.

® Repeater version: Repeater V* * *

® Dispatcher server version: PD200Server V*.* *

® Dispatcher client version: PD200Client V*.* *

® USB Key or soft license

5.2.2 MySQL installation

According to chapter 2.4 Operating system planning, MySQL and the dispatcher server are
installed on the same PC with 64-bit operating system. First find the

"MySql 8.0.20 win64 EN.exe" (taking V3.0 for example) installation package

MySql 8.0.20 winé4 EN  (yoy need to use the installation package that comes with the
version package for installation. If the version you downloaded doesn’t come with the
version package, you will not be able to connect), then right click on the installation package
and select "Run as administrator" to install, as shown in the following figure.

Note: After MySOL is installed for the first time, there is no need to reinstall for the dispatcher upgrade without

special instruction.
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Figure 5-1 Right-click the installation package to run as administrator

B My5q1_8.0.18_win4_EN 1m0 3.4 DA
Open

'.'@:' |Flur1 as administrator |

Troubleshoot compatibility
In the pop-up installation interface, click "Install" to select every option and perform installation,
as shown in the following figure.

Figure 5-2 MySQL installation

#2 mysql - InstallShield Wizard d

Ready to Install the Program
The wizard is ready to begin installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard.

Current Settings:

Setup Type:
Typical
Destination Folder:
C:\Program Files (x86)\MYSQLY

User Information:
MName: WKK

Compary:

Installshield

After clicking the "Install" button, it is normal that the command prompt will pop up during the

installation process. Do not manually close the window, as shown in the following figure.
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Figure 5-3 Command prompt during MySQL installation

i C\Windows\Installer\MSICDSF tmp [E=REEE

Set Log Level =6
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parameter 2:C:SProgram Files (dB63SMYSQLS
create service command begin ...

net stop mysgl

The service name is invalid.

More help is availahbhle by typing MET HELPMSG 2185

lzc delete mysgl
[5C] OpenService FAILED 16868:

The specified service does not exist as an installed serwvice.

remove GC:sProgram Files (xB6>“MYSQL mysgl-8._B_18B-winx64~data

C:&fcd "C:vProgram Files (xB6)“MYSQLmysgl-8.8.18-winx64 \bin"&&mysqld ——initiali]
ze ——log—error="C:“Program Files (x86>“\MYSQL cmdResult.txt"

initializing mysgl may take several minutes

please wait patiently without closing this window...

5.2.3 Dispatcher server installation
If MySQL is not installed successfully, there will be a pop-up telling that MySQL is not installed.
Please install MySQL first, as shown in the following figure.

Figure 5-4 Pop-up of MySQL is not installed when installing the dispatcher server

Warning

My5QL not be installed, or MySQL service not be started, or not set
environment variable for My5QL. selecting Abort will cancle
installation, selecting Retry will re-detect, selecting Ignore will result in
location unusabled

Abort | Retry Ignore

Please select "Abort", and install MySQL before installing the dispatcher server.

According to chapter 2.4 Operating system planning, the PD200 server and MySQL must be
installed on the same PC. After the steps in chapter 5.1.3 are completed, unzip the server
installation package, double click "PD200Server V*.* * exe" to install, then the following figure

will be shown.
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Figure 5-5 PD200 server installation

ﬁ PD200 Server - InstallShield Wizard *

Welcome to the InstallShield Wizard for
PD200 Server

The Installshield(R) Wizard will install PD200 Server on your
computer. To continue, click Next.

WARNING: This program is protected by copyright law and
international treaties.

In the pop-up window, click "Next" until the installation path appears, select corresponding
installation path, for example, "C:\Program Files (x86)\Caltta\PD200 Server\", as shown in the
following figure, click "Install" button. The appearance of black command prompt pop-up window
is normal during the process, please do not manually close it.

Figure 5-6 PD200 server installation

ﬂ PD200 Server - InstallShield Wizard x

Ready to Install the Program
The wizard is ready to beqin installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard,

Current Settings:

Setup Type:
Typical
Destination Folder:

C:\Program Files (x86)\Caltta\PD 200 Server),

User Information:
Mame: WKK
Company:

Installshield

< Back Install Cancel

After the installation is complete, the PD200 Server shortcut appears on the desktop. Double-click
the shortcut icon to start the software, as shown in the following figure.
Note: The version upgrade of dispatcher server is overwrite installation, and retain the configuration file. Please

choose to install by default after running the file.
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Figure 5-7 PD200 server shortcut

PDZ200

Server

To start the dispatcher successfully, you need to connect the PC to the USB Key or a soft license.
You need to confirm the authorization item in advance.

Double-click the desktop icon to start PD200 Server. Select the local address in the pop-up
window that appears, select "192.168.1.101" according to Chapter 2.2.1 IP planning if it is
Inter-network IP connect scenario. Select "70.1.91.101" according to Chapter 2.1.1 or 2.3.1 IP
planning in other scenarios. NAT address: When dispatcher server, dispatcher client and repeater
are in the same local area network or external network, the NAT address does not need to be
configured. Fill in the NAT address when the dispatcher server is in the local area network, and
the dispatch client and / or the repeater are in the external network and need to be traversed by the
private network, e.g., select "10.192.28.30". For soft license authorization, click "Import License"
button to select the authorization file and click "OK" to start the dispatcher server. For USB Key
authorization, click "OK" to start the dispatcher server. See the following figure.

Figure 5-8 PD200 server IP setting

IP Selector

o e [

. 152

After startup, the firewall will pop up window to display the network that allows communication.
Check the network option and click "Allow access" button.

The following figure allows the DPS process to communicate.
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Figure 5-9 Firewall allows DPS process communication

B

@ Windows Security Alert x

wWindows Defender Firewall has blocked some features of this

e

Windows Defender Firewall has blocked some features of DPS an all public, private and domain

networks,
. Mame: DPS
Publisher: TODO: <434
Path: C:\program files (x56)\caltta\pd 200 server'dps'dps.exe

Allow DPS to communicate on these networks:
Domain networks, such as a workplace netwaork

Private networks, such as my home or work network

[]Public networks, such as those in airports and coffee shops {(not recommended
because these networks often have litte or no security)

What are the risks of allowing an app through a firewall?

Allow access Cancel
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The following figure shows the LDS process is allowed (or displays "Java (TM) Platform SE binary"

on Windows 10).

Figure 5-10 Firewall allows LDS process communication

9 Windows Security Alert X

Windows Defender Firewall has blocked some features of this

app

Windows Defender Firewall has blocked some features of LDS on all public, private and domain
networks,

& Marme: LDS
=J
LiJ Publisher: Crade Corporation

Path: C:'program files (x86)\caltta\pd 200 server|ds\apache-
tomcattjdk1.8.0_101YrebinYds.exe

Allow LDS to communicate on these networks:
Domain networks, such as a workplace netwark

Private networks, such as my home or work netwark

[]Public netwarks, such as those in airports and coffee shops (not recommended
because these networks often have litle or no security)

What are the risks of allowing an app through a firewall?

Allow access Cancel

p— -

After the startup is successful, check the "Processes" option in the task manager, if DPS and LDS
(or display "Java (TM) Platform SE binary") processes are included, it indicates that the startup is

successful, as shown in the following figure.
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Figure 5-11 Server's processes displayed in task management

1"l Task Manager — O X
File Options  View
Processes Performance App history Startup  Users Details Services
- 11% 54% 2% 0%
MNarme Status CPU Memory Disk MNetwork
T . DPS 0% 13.1 MB 0.1 MB/s 0Mbps
[®E] drmlayerlser.exe 0% 3.9 MB 0 MB/s 0 Mbps
[55] DsmSvcho.exe (32 bit) 0% 0.7 MB 0 MB/s 0 Mbps
[#] FtDbgSve.exe 0% 1.3 MB 0MB/s 0 Mbps
] FtSystem REFRFERS 0% 44 MB 0 MB/fs 0 Mbps
:il} HD Audio Background Process 0% 0.7 MB 0 MB/s 0Mbps
I:il} HD Audio Backgreund Process 0% 0.7 MB 0 MEB/s 0 Mbps
Iil} HD Audio Background Process 0% 5.6 MB 0 MB/s 0 Mbps
[#E] HeartBeatLogTask.exe (32 bit) 0% 2.0 MB 0 MB/= 0 Mbps
@ Hook Manager For x64 0% 3.0 ME 0 ME/s 0Mbps
[®E] Host Process for Windows Tasks 0% 4.7 MB 0MB/s 0 Mbps
[#E] igfxCUIService Module 0% 14 MB 0MB/s 0 Mbps
5] ighxEM Module 0% 4.6 MB 0 MB/s 0 Mbps
[#] igfxext Module 0% 4.2 MB 0 MB/s 0 Mbps
[®E] Intel HD Graphics Drivers for Wi.. 0% 1.1 MB 0MB/s 0 Mbps
[#E] Intel(R) Capability Licensing Ser... 0% 1.4 MB 0MB/s 0 Mbps
[#] Intel(R) Dynamic Application Lo... 0% 2.8 MB 0 MB/s 0 Mbps
[®E] Intel(R) Local Management Serv... 0% 2.7 MB 0 MB/s 0 Mbps
[83] Intel(R) PROSet/ Wireless Event L... 0% 2.9 MB 0 MB/f= 0 Mbps
[®=] Intel(R) PROSet/Wireless Registr... 0% 1.3 MB 0 MB/s 0 Mbps
[ Intel(R) Wireless Bluetoothi(R) iB... 0% 0.7 MB 0 MB/s 0 Mbps
[#E] Intel® PROSet/Wireless Zero Co... 0% 3.2 MB 0 MB/s 0 Mbps
[#E] Intel® SGX Application Enclave ... 0% 1.8 MB 0 MB/s 0 Mbps
[#] IntelCpHeciSve Executable 0% 1.1 ME 0 MB/s 0 Mbps
|& LD 0% 557.7 MB 0MB/s 0 Mbps
@ Lenovo EasyResume Program 0% 14 MB 0MB/s 0Mbps w
£ >
(~) Fewer details End task
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5.2.4 Dispatcher client installation

Double-click the PD200 client installation package "PD200Client V*.* * exe" to install, as shown

in the following figure.

Figure 5-12 PD200 client installation

{5 PD200 1.50.07 Setup - X

Welcome to the PD200 1.50.07
Setup Wizard

This wizard will quide you through the installation of PD200
1.50.07.

Itis recommended that you dose all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your
camputer.

Click Next to continue,

Select the installation path and click the "Install" button to install PD200 client, as shown in the

following figure.
Figure 5-13 PD200 client installation
{7 PD200 PD200_V1.00.12 Setup — x
Choose Install Location P
Choose the folder in which to install PD200 PD200_V1.00.12, r\ i$ y

Setup will install PD200 PD200_Y1.00. 12 in the following folder. To install in a different folder,
dick Browse and select another folder. Click Install to start the installation.

Destination Folder

“: ogram Files (x85)\F0D200 Browse...

Space required: 176, 5MB
Space available: 71.5GE

= Back Install Cancel
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After the installation is complete, double-click the PD200 client shortcut on the desktop to start
the client.
Note: The version upgrade of dispatcher client is overwrite installation. Please choose to install by default after

running the file.

5.3 Dispatcher client setting

Dispatcher client differentiates the administrator and the dispatcher account. The administrator only
configures data, and the dispatcher only handles dispatching.
5.3.1 Dispatcher client login

Double click the icon to start PD200 client, and use the admin account to log in. Select "70.1.91.102"
as the local IP, fill in "70.1.91.101" as the server IP, and set the password as "111111" according to
chapter 2.6 account planning, as shown in the following figure (taking V3.0 as an example), and click
the login button to log in.

Figure 5-14 Dispatch client login

PD200
Dispatching System

When logging in, the firewall pop-up window is displayed. Check the network option to allow the

PD200 client to communicate. Click the "Allow access" button, as shown in the following figure.
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Figure 5-15 Firewall allows dispatcher client communication

P Windows Security Alert x

Windows Defender Firewall has blocked some features of this

2

Windows Defender Firewall has blocked some features of pd200 an all public, private and domain
networks.

. Mame: pd200
Publisher: Lnknown
Path: C:'\program files (x36)\pd200pd200.exe

Allow pd200 to communicate on these networks:
Domain networks, such as a workplace netwaork

Private networks, such as my home or wark netwark

[[]Public networks, such as those in airports and coffee shops (not recommended
because these networks often have lite or no security)

What are the risks of allowing an app through a firewall?

Allow access Cancel

5.3.2 Configure IP connect network

IP connect network management mainly differentiates different IP connected networks, the IP
services of different IP connected networks are independent of each other.

Select the "Configure" menu on the left, click "IP Connect Network Management" on the page
that pops up on the right, click the "Add" button in the upper right corner, and fill in the IP connect
network ID and IP connect network name in the pop-up interface, you need to add different IP
connect network ID if there are multiple independent networks, as shown in the following figure.

Figure 5-16 IP connect network management configuration

Add IP Connect Network

IP Connect Network 1D: 1 *

IP Connect Network Mame:  IP Connect 1 *

Save
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5.3.3 Add radio

Select the "Configure" menu on the left, click "Radio Management" on the page that pops up on
the right, click the "Add" button in the upper right corner, and fill in the "Radio ID" and "Radio
Name" in the pop-up interface, as shown in the following figure. Add Radio according to chapter

2.1.20r2.2.3.

Figure 5-17 Add radio

5.3.4 Add group

Select the "Configure" menu on the left, click "Group Management" on the page that pops up on
the right, click the "Add" button in the upper right corner, and fill in the "Group ID" and "Group
Name" in the pop-up interface, as shown in the following figure. Add group ID 101, 102 and 103,
group name G101, G102 and G103. In the simulcast scenario add group ID 104, group name
G104.

Figure 5-18 Add group

5.3.5 Add repeater and bind group

Select the "Configure" option on the left, click "Repeater Management" on the page that pops up
on the right, click the "Add" button in the upper right corner, set the repeater ID as 200 for
repeater 1, and set repeater name as "PR900" in the pop-up interface. Set the password as
"I11111" according to chapter 2.4 Repeater authentication planning. Select IP connect network

according to chapter 5.2.2 configuration, then click "Save" button, as shown in the following
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figure. Add other repeaters and select IP connect networks in the same way ( Choose analog in
analog repeater) . In the simulcast scenario only add repeater 4 (simulcast slave repeater 5 and 6
don’t need to add to dispatch).

Figure 5-19 Add repeater

X
Basic Information Available Group

Repeater ID 200 *
Repeater Name PRO00O *
PassWord. sssses *
Confirm Pass\Word: | esssss
Operation Mode digital [Janalog
IP Internet: IPID5 *

Save

Click on the "Available Group" page in the pop-up window, repeaterl and repeater2 select time
slot 1, click the "Add Available Group" button, select group G101 in the pop-up window and click
"Save"; also for the time slot 2, click the "Add Available Group" button, select group G102 in the
pop-up window and click "Save", as shown in the following figure. The repeater 3 selects group
G103 in the same way. In simulcast scenario repeater 4 selects group G104 in the same way.
Analog repeater 7 can only be bound to groups that bound to other digit repeaters time slot 1.

Note: One group can only be bound to either time slot I or time slot 2 of a repeater, and cannot be bound to both
two time slots at the same time. The group under the IP connect master and slave sites can only be bound to either
time slot 1 or time slot 2, it cannot be bound to time slot 1 of master site and bound to time slot 2 of slave site, and
vice versa. The analog repeater does not distinguish time slots, can only be bound to groups that bound to other

digit repeaters time slot 1.
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Figure 5-20 Repeater slot bind group

Add Available Group

[0 No. Group ID Group Name
4 101 G101
Oz 102 G102
O3 103 G103

Save

5.3.6 Modify admin password

Select "Configure" - "Dispatcher Management" on the left. The currently logged admin account
already exists on the pop-up page. Click the edit button below the "Operation" column, you can
set the new password in the pop-up window. The password and the confirm password must be the
same. Click the save button, as shown in the following figure.

Figure 5-21 Modify admin password

Edit Dispatcher

Basic Information Available Repeater

Dispaicher ID:
Dispaicher Account:

PassWord: ~  esesss

Confirm PassWord: | ssssss) v

Save
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On the "Available Repeater" page, you can add or delete the repeater that the account can manage.

5.3.7 Add dispatcher account

To add a dispatcher, first need add a dispatcher number segment, select dispatcher number
segment management, and click add. The add dispatcher number segment dialog box is displayed,
see the following figure.

Figure 5-22 Dispatcher number segment management

CS Dispatching System

IP Connect Network Management
Configure

Radio Management

Group Management

16775999

Repeater Management Radio Range 1: 16775905

Dispatcher Range Management
Radio Range 2: ~

Di her Management

Radio Range 3: =

Save

Select "Configure" - "Dispatcher Management" on the left, click the add button in the upper right
corner of the pop-up page, and fill in the dispatcher ID as 16775905 in the pop-up window
according to chapter 2.6 Account planning, set the dispatcher Account as shenzhen, set the
dispatcher password as 07552019, the password and the confirm password must be the same, click

the save button, as shown in the following figure.
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Figure 5-23 Add dispatcher account

Add Dispatcher -

Basic Information Available Repeater
Dispatcher ID: 16775905 *
Dispatcher Account:  shenzhen *
PassWord: LITTTT) *
Confirm PassWord: |eessss| v

Save

On the "Available Repeater” page, you can add available repeaters that the account can manage.
On the new page, select the existed repeaters and save them, the admin account can be allocated to
different dispatcher to manage different repeaters, as shown in the following figure.

Figure 5-24 Dispatcher add available repeater

Add Available Repeater

O no. Repeater ID Repeater Name
1 200 PR900

o 2 300 PRA00-1

[ ] 302 PRO00-A

O 4 400 PR900-51

O s 2000 Subnet Master A1
(D= 2001 Subnet Slave A2
o7 3000 Subnet Master B1
s 4000 Inter Master M1
Oo9 4001 Subnet Slave M2

Save

5.3.8 Customized system name

The current version (V3.50) supports the customization of system names, and can only be
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modified by the admin account. After logging in to the client as the admin account, click the
setting button in the lower left corner. In the pop-up window, select the system name setting, and
enter the customized system name in the dialog box, see the following figure. After the
modification, the customized system name is displayed on the login page and the upper left corner
of the login page.

Figure 5-31 Customized system name

Local path setting

System name: PRO00 CS dispatcher system | Restore defautt settings |

Log print level setting

Online map type setting

System name settings

Save

5.3.9 New dispatcher account login
Exit the current admin account login interface, re-open the PD200 client, log in with dispatcher
account "shenzhen", input password "07552019", and server IP address "70.1.91.101", as shown

in the following figure.
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Figure 5-25 New dispatcher account login

PR900 CS disp
atcher system

After the login is successful, select the left "Dispatch” menu, click on the "Device" list in the
"Resource" tree, you can view the added repeaters. When the font of the repeater is highlighted, it
indicates that the repeater has been registered successfully, as shown in the following figure.

Figure 5-26 Repeater login successful to dispatcher

DMR Dispatching System

shenz..

(&)

Dispatch

B

Report

If the font of the repeater is gray, it indicates that the repeater is not registered successfully, please
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check if the configuration is correct, and check whether the PC firewall of the PD200 has added

DPS, LDS (or displays "Java (TM) Platform SE). Binary"), PD200 to the list of "allowed apps and

features", as shown in the following figure.

Figure 5-27 Windows defender firewall setting -1

@ Home Windows Security
| Find a setting P | Windows Defender Security Center is your hom|

manage the security and health of your device

Update & Security

~
o

% | Windows Security

T
i
D
©
&
1]

B Windows Insider Program

a
=8

Windows Update

Backup

Troubleshoot

Recovery

Activation

Find my device

For developers

Device encryption

Open Windows Defender Security Center

Protection areas

o Virus & threat protection
Protection for your device against threats.

£ Account protection
Security for your account and sign-in.

Firewall & network protection
Who and what can access your network.

@

App & browser control
App protection and online security

B

[ Device security
Security that comes built into your device.

Device performance & health
Reports on the health of your device.

Family options
Manage how your family uses their device.

Windows Defender Security Center

Home

Virus & threat protection
Account protection

Firewall & network protection
App & browser control
Device security

Device performance & health

Family options

4 Firewall & network protection

View network connections, specify Windows Defender Firewall setting
and troubleshoot network and Internet problems.

Bo Domain network (active)

Firewall is on.

2@ Private network

Firewall is on.

2 Public network

Firewall is on.

Allow an app through firewall

Network and Internet troubleshooter
Firewall notification settings
Advanced settings

Restore firewalls to default

Make sure that DPS, LDS (or displays "Java (TM) Platform SE). Binary"), and PD200 have been

added and checked in the list, as shown in the following figure.

Figure 5-28 Windows defender firewall setting -2

» Control Panel » System and Security > Windows Defender Firewall > Allowed apps

Allow apps to communicate through Windows Defender Firewall

To add, change, or remove allowed apps and ports, click Change settings.

What are the risks of allowing an app to communicate?

!;‘Change settings

o For your security, some settings are managed by your system administrator,

Allowed apps and features:

Mame Domain  Private  Public  Group Pelicy ™
| @oes No

EasyConnect [ O Mo

[ Email and accounts Mo

[ File and Printer Sharing O O O MNo

[ File and Printer Sharing over SMBDirect O O O No

Google Chrome Neo

Groove S5 Mo

[ HomeGroup O O O Mo

1 I'M Instant Messenger Launcher O O Mo

[ I'M Instant Messenger Launcher O O Mo

[Ji5CSI Service O O O No

[ Key Management Service O O O Mo 5

Details... Remove
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5.4 Offline map setting (licensed feature)

5.4.1 Dispatch server setting

Offline map function version 3.0 requires licence, please make sure you have licence permission before
using this function.

The default path to load offline map is "c:\offlinemap" in dispatch server, put the downloaded offline
map in this folder (if the folder doesn’t exist, create it manually and rename it as offlinemap), reboot

the server, make sure that DPS and LDS processes are restarted successfully.

If offline map package should be put in other path, you should open serverxml file in server
installation folder, e.g. (C:\Program Files (x86)\Caltta\PD200
Server\LDS\apache-tomcat\conf\server.xml) , find <Context path="/offlineMap"
docBase="C:\offlinemap" debug="0" reloadable="false" /> line, and modify docBase path to the

offline map path, then save the file and reboot the server.

5.4.2 Dispatch client setting

The offline map is automatically selected and loaded after the dispatch client logs in.

6 Radio configuration

6.1 Radio CPS read

The radio 1 connects to the PC through the programming cable and opens the corresponding radio
CPS software (If it is an installation version, please install it first), as shown in the following
figure.

Figure 6-1 Radio CPS read

B custom Programming Software V3.06.012.81
File Model Program Tools View Window Help

2 “ L2

Click the "Read" icon -_-j‘f on the toolbar and click "OK" to read. After the successful reading,

the list is displayed on the left side of the CPS, as shown in the following figure.
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Figure 6-2 Radio reading successful

x
Ft: PA790 "
+te Radio Infarmation

b= Common Setting

- #2 Setting

- #= Feature Control

+= Ul Setting

+= UlIndication

@ Keypad Lock

@ Back Light

-~ += Pogilioning System
= Microphone

~ ke ACCESSONY

~¥2 WMandown

- *2 Password

Yk e ek g md Bk ah w

- %2 Loneworker
&2 Encrypt
+= Secret Key List
+2 DMR Conventional
B+ 42 Basic Setting
- += Sefting
2 Button
Wenu
~¥2 One Touch Call
Encrypt
-2 Pasitioning System
= RRS Senice
+= Battery Save
+= Channel
+2 Digital Channel
-~ *= Analog Channel
-tz Zone
- %2 102
= Contact
2 Phane Call ID
= Favorite Contact
2 Rx Group
+= Rx Group List1
E-'¢2 Message

B ey o

6.2 Basic setting (supplementary service)

Double-click the "Settings" option under "DMR Conventional" - "Basic Setting". on the pop-up
page "Radio ID" parameter, radio 1 is filled in as "101" according to chapter 2.1.2 Radio planning,
as shown in the following figure. Configure radio 2 and 3 according to chapter 2.2.2 planning in
simulcast scenario (If the dispatcher needs to use remote kill, remote revive, call alert, radio check

functions, then the remote kill/revive, radio check and call alert decode boxes should be checked).
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Figure 6-3 Radio basic setting

B #= DMR Conventional
=] += Basic Setting
[ seting ]

+2 Button

+2 Menu
= One Touch Call
= Quick Dial
= Encrypt
@ Positioning System
= RRS Senvice
-2 Battery Save
b-#2 Channel
+= Digital Channel
.- k2 Analog Channel

142 Zone
e 101
-+ Contact
4= Phone CallID

Rx Group

= Message
L% QuickText
: += Emergency

i.bs gystem 1
= Roam

6.3 Contact setting

Favorite Contact

L% s RuGroup List 1

i.%s Roaming List 1

~

[~ Basic Sefting

I Radio ID 101|

Call Hang Time [s] |3.0

TX Preamble Duration [ms] | 960

‘Sync Wakeup Time[ms] |600

PSTN WaitAck Time[s] |10

Default Zone 101
Dial Rule |Flat
Talkback In All Call [~
WidCard [7
Radio Disable/Enable Decode [
Background Call Decode [
Radio Check Decode v
Alert Call Decode [V
Hook Key Call ¥

-

=

Wakeup Retries |2 bt

=

Wait Ack Delay[ms] |0 -
Wait Ack Send Preamble No |1 -
Mo Vioice Call Clear Time[s] |3 -

Rx RSSI Threshold[dBm] |Disable -

-

Double-click the "Contact" option under "DMR Conventional". You can modify, add, or delete

contacts on the pop-up page. According to chapter 2.1.2 radio planning, the radio 1 is configured

with group call 101 as the contact, the call alias is G101, the call type is group call, and the call ID

is 101, as shown in the following figure.

= Radio Information
42 Common Setting
- += DMR Conventional
- +2 Basic Setting

- Z Contact
avorite Contact

= Emergency

+= Setfting

Button

Menu

One Touch Call
Encrypt
FPositioning System
RRS Senice
BatterySave
Channel

Digital Channel
+= Analog Channel
Zone

= Zone 1

Rx Group

*2 Rx Group List 1
Message

+o CuickText

+= Svstermn 1

6.4 Channel setting

Double-click the "Digital Channel" option under "DMR Conventional”" -

Figure 6-4 Contact setting

[Cal Type

[CamriD
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under "Other" Column, the frequency value can be modified, added or deleted on the pop-up page.

Figure 6-5 Radio add channel

- *= PH790
: Radio Information

Common Setting Mo.  RX Frequency [M... |TX Frequency [M... ‘ Color Code | TX Admit Channel Name Power Level | Slot
DMR Conventional 1 412.050000 402.050000 1 Always Allow D412.050-1 Low Slot 1
Basic Setting 2 |M5‘150000 445.150000 1 Always Allow D445.150 High Slot 1
Channel |4B‘J‘1SDDDD 469.150000 1 Always Allow D469.150 High Slot 1

Z Digital Channel

+e Analog Channel

According to the radio planning, the RX frequency of radio 1 is 412.05Mhz, the TX frequency is
402.05Mhz, the color code is 1, and the time slot is 1, the channel name is D412.05-1, and the TX

contact selects G101, as shown in the following figure.

Figure 6-6 Radio 1 channel configuration

— Normal

No. Iﬁ Talkaround |
Channel Name| ||:“”2-['51 e
Private Call Confirmed [~
B Cnd Auto Scan [~
S'Dt IP Interconnect [~
Scan/Roam List Ih Automatic Start Roaming [
TOMADMO [~
RRS Switch [

— Receiv r— Transmit

RX Frequency [MHz] |412.050000 TX Frequency ["‘HZI 402.050000
Rex Group List IRx Group List 1 VI Tx Conta ‘ G1M h

Emergency Alarm Tips [ Power Level [High ~
Emergency Alarm Reply [ TX Admit |A|ways Allow |
Esus Yl I_ Tx Time-out Time [s] IBD VI
— Encrypt TOT Pre-alert Time [s] I o = l
Encrypt [ TOT Re-key Time [s] |u vl
Random Key Encrypt [~ Emergency System ISystem 1 'I

Multikey Decrypt [~
2/ = GPS ACK Channel IPreset Channel VI
Encrypt Type IBasic VI

Encrypt Key INune VI

Click the Add button to configure the same frequency, color code, contact, time slot select time
slot 2, and the name is changed to D412.05-2, as shown in the following figure.

Figure 6-7 Radio add channel

No. |RX Frequenc... TX Frequency [. | Color Code |T)( Admit | Channel Alias | Power Level | Slot | Other... |
1 412.050000 402.050000 1 Always Allow D412.05-1 Low Slot 1 >>
2 412.050000 402.050000 1 Always Allow 412.05-2 Low Slot 2 ==
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6.5 Radio RRS setting

Double-click "RRS Service" under "DMR Conventional" - "Basic Setting", and the radio registration
parameters can be set on the pop-up page, as shown in the following figure.

On the pop-up page, you can set the number of repetitions and the time interval for repeated
registration when the radio registration fails.

Figure 6-8 Radio RRS setting - 1

I #= PH790

+= Radio Information RRS Service

+= Common Sefting
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After RRS service is set, click "Digital Channel" under "Channel", click "Other", and check RRS
switch on the pop-up page. When the radio powers on, it will send a registration message in the

RRS Delay Time[s] |3

RRS Retry Counter |10

|

T

RRS Interval[ms] |960

o
a)

5 Random Cydes[s] |5

channel, and will send a de-registeration message when it is turned off, as shown in the following
figure.
Figure 6-9 Radio RRS setting - 2
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6.6 Radio positioning information report

Double-click "Positioning System" under "DMR Conventional" - "Basic Setting", check the
"Positioning Info Report" on the pop-up page, and configure "Report Condition", "Report Interval
Time", "Report Random Cycles" and "Report Interval Distance" ("Target ID" is not used right
now). The radio will report the GPS information according to the corresponding period or distance,

as shown in the following figure.
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Figure 6-10 Radio positioning system setting
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6.7 Rx group setting

Double-click "RX Group" under "DMR Conventional", select "G101" under "Available" on the
left, and click the "Add>>" button, add "G101" to the right "Members" , as shown in the following

figure.

Figure 6-11 Radio Rx group setting
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6.8 Radio CPS write
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After setting the above steps, click the "Write" icon 3" on the toolbar, click "OK" button on the

pop-up interface to write, the radio will restart after the successful writing, as shown in the

following figure.
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Figure 6-12 Radio CPS write
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According to chapter 2.1.2 Radio planning, perform CPS writing operations on radio 2 and radio 3

in the same way. In simulcast scenarios, perform CPS writing operation on terminals 4 and 5 in

the same way.

7 Commissioning system

7.1 Radio registration

»  Precondition:
1. Repeaterl is connected to the PD200 server and the PD200 client is logged in.
»  Operation step:
1. Radio 1 powers on
»  Expected result:
1. P10l (radio 1) is displayed under the time slot 1 of PR900, and the font is highlighted,
as shown in the following figure.

Figure 7-1 Radio registration check
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7.2 Radio de-registration

»  Precondition:
1. The repeaterl is connected to the PD200 server and the PD200 client is logged in. The
radio has successfully registered in the corresponding time slot.
»  Operation step:
1. Radio 1 power off.
»  Expected result:
1. P101 (radio 1) is offline, and the font is gray. As shown in the following figure.

Figure 7-2 Radio de-registration check
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7.3 Voice call

»  Precondition:

1. The repeaterl and repeater 2 are connected to the PD200 server successfully, the PD200

client is logged in. Radio 1 & 2 are online in the corresponding time slots.
»  Operation steps:

1. Radio 1 initiates group call G101 in slot 1.

2. After the radio 1 releases the PTT button, click the PTT button of the slot 1 on the
PD200 client interface to initiate the group call G101.

»  Expected result:

1. Radio 2 receives the G101 group call initiated by radio 1 and can hear radio 1 speaking.
PD200 client can receive the G101 group call initiated by radio 1 and can hear radio 1
speaking (PD200 client PC is connected with headset), the dispatching interface is
shown in figure 7-3.

2.  Both radio 1 and radio 2 receive the group call G101 initiated by the PD200 client. The

dispatching interface is shown in figure 7-4.
Figure 7-3 Radio 1 initiates IP group call G101
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Figure 7-4 Dispatcher initiates group call G101
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7.4 Send message

»  Precondition:
1. The repeater is connected to the PD200 server successfully, the PD200 client is logged
in. Radio 1 & 2 are online in the corresponding time slots.
»  Operation steps:
1.  On PD200 client PC, select "Message" - "Resource", right click group G101 under slot 1,
select "Send Message", enter "Hello, PR900" in the pop-up window, and click "Send".
2. Radio 1 sends a group message "Hi, PR900" to group G101.
»  Expected result:
1. Radio 1 and radio 2 receive the message "Hello, PR900" sent from PD200 client.
2. Radio 2 and PD200 client receive the message "Hi, PR900" from radio 1, as shown in
the following figure.

Figure 7-5 Message display on dispatcher interface

x

Hedlo, PRO0D

P101

Hi PRI00

<All rights reserved.No spreading abroad without permission of Caltta.> Page 61



Caltta CS Dispatch Configuration Guide V3.5

7.5 GPS Location

»  Precondition:
1. The repeater is connected to the PD200 server and the PD200 client is logged in. Radio
1 is configured with positioning information report and has enable GPS.
»  Operation step:
1. Select "Map" - "Resource", right click P101 under slot 1, select "Location".
»  Expected result:
1. The PD200 interface switches to the map interface, and the location of radio 1 will be

displayed on the map, which is consistent with the actual location, as shown in figure.

Figure 7-6 Map display on dispatcher interface
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7.6 Real-time GPS location

»  Precondition:
1. The repeater is connected to the PD200 server and the PD200 client is logged in. Radio
1 is configured with positioning information report on, and the automatic report has
been chosen and periodic report has been selected.
»  Operation steps:
1. Right click P101 under slot 1, select "Real Time Location".
2. After a period of time, right click P101, select "Cancel Location".

»  Expected result:
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1. The PD200 interface switches to the map interface. The icon of radio 1 is centered on
the map interface, and there is a highlighted display around the icon. Radio 1 location
can be automatically refreshed periodically.

2. After "Cancel Location" operation, the highlighted display around the radio icon

disappears.

Figure 7-7 Real-time location display on dispatcher interface
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